**ACTIVIDAD N°4**

**Profesor: Lautaro Cabezas**

**Responda en forma breve y concisa, según corresponda, las siguientes preguntas:**

1. Más allá de un ataque con ransomware en una organización, ¿Qué otros problemas también ocasionan para la organización?
2. ¿Qué es una vulnerabilidad en ciberseguridad?
3. ¿En qué medida benefician las Pruebas de seguridad proactivas a una organización?
4. ¿En qué consiste la vulnerabilidad Inyección SQL?
5. ¿Qué es un plan de respuesta en ciberseguridad?
6. Mencione dos razones para tener un plan de respuesta en ciberseguridad.
7. ¿Cuáles son los pasos para crear un plan de emergencia en ciberseguridad?
8. ¿En qué consiste el paso *Formación y concienciación* dentro del plan de emergencia en ciberseguridad?
9. ¿Cuál es el objetivo de los ciberataques?
10. ¿Cuáles son las etapas para confeccionar un NIST?